
How Providers Manage Information 
Requests (IR) 

This article will guide you through how providers view and manage Information Requests 

(IR) that are sent to them via Secure Message within Dental Office Toolkit (DOT). 

How a Provider Accesses Information Request via Secure 
Message in DOT 

 When a provider logs into DOT, they will see a bell icon notifying them of a new 

message. 

 Providers will be able use the new ‘Message Center’ to access secure messages, 

including an overview of the IR. Providers will see the following information: 

1. Filter by Message Category 

Page 1How Providers Manage Information Requests (IR)



2. Message 'Subject Line' 

3. Message 'Status' 

4. Tagged Message Detail 

5. Full Information Request detail within the Secure Message 

6. Full Attachment detail 

7. Unread messages indicated with an icon (providers can mark them as read or unread) 

 When the Information Request detail is selected, a pop-out screen will appear with full 

IR related IR details. 
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How a Provider Responds to an Information Request via Secure 
Message in DOT 

 For the Provider to resolve the IR, they can respond and provide additional 

information directly in the Secure Message. 
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 Provider selects Upload to attach documentation. 

How a Provider Confirms Information Request was Received 

 Once the Secure Message for the IR has been successfully received, the Provider will 

see the Case as ‘Closed’ in DOT, with automated messaging in the conversation. 
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 Automated messages are provided for certain IR status: canceled, expired, or 

returned. 
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